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It is proposed to capture the following changes in the TR 23.748.
* * * * First change * * * *

7.1.4
Evaluation for Key Issue #1: DNS based solutions for Multiple PDU Sessions

The Multiple Session connectivity model enables that Edge Computing applications can use a specific PDU session with the PDU Session anchor in the local site whether the rest of applications use a PDU Session with a central PDU Session anchor. The mapping between applications and PDU sessions is steered by the URSP rules.

Using DNS for EAS Discovery, also the mapping between the DNS and PDU sessions needs to be carefully considered

From evaluation of solutions #1, #4, #5 (URSP part), #13 and #21 the following is concluded:

For an EC Use Case to work on multiple sessions connectivity model using URSP rules, the solution involves:

-
The UE, and how it handles the application requests and related DNS queries and the relation of that to user defined DNS settings, URSP rules and the established PDU sessions and their settings.

-
The URSPs traffic and route selection descriptors.

-
The mapping rules between AF request parameters and URSP rules parameters in UE such as relationship between DNAI and DNN.

The recommendation is to define the URSPs so that Domain Descriptors are used to steer the DNS and the Application traffic into PDU sessions.

The following clarifications are therefore required on how the Domain descriptors in URSP are used on the UE:

-
When a UE issues a DNS request targeting the FQDN of an App, the PDU Session in which to send the DNS request is controlled by URSP rules.

-
The UE should be able to use URSP procedures to setup the PDU session prior to sending a DNS query

-
The DA of the DNS request is the DNS server address of this PDU Session configured by the 5GC (SMF) to the UE by one of available means.

It is understood that Rel-16 UEs support the behaviour described in the 3 bullets above.

The UE should be able to (re)evaluate the application association with a PDU session based on Location Criteria generated per AF requested Spatial Validity Condition.

The solution is not guaranteed to work, when the UE doesn't support URSP rule provisioned from PCF, when the DNS Server at the UE has been configured by the user, when the Application Client generates the DNS Query outside of DNS libraries in the OS with DoT, DoH or other over the top mechanisms. For the last two cases, the DNS resolvers or servers in the third party may take the source IP address of the DNS request as the location information of UE, which may correspond to the local/remote PSA UPF or other entities (e.g. a NAT server) on the N6 interface. Such guidelines should be captured to cover these scenarios.
NOTE:
This can correspond to devices doing tethering, or to devices deployed for specific corporate purposes.

In addition, as a pre-requisite:

-
The configuration in SMF for the parameters in the PDU Session Establishment Request shall assist SMF to select the right UPF/PSAs for the PDU Session.

Editor's note:
The list of the new configuration data in the SMF needs to be detailed, possibly in the conclusions clause.

Solution #1 proposing to Enhance the NEF service to allow the AF to influence PCF decisions for URSP rules is recommended for normative phase. The enhancements shall support the recommendations above.

Solution #1 fulfils the mechanisms to enable AF to influence PCF decision for URSP rules.

Solution #1 has no impact to existing UE configuration and is based on Rel-16 UE behaviour. URSP rules are not applicable to session breakout scenarios (e.g.: UL CL situation).

NOTE:
The UE is not aware of whether the DNS request is for Edge computing or not.

How AF can guide PCF to send proper URSP rules needs to be defined.
* * * * Second change * * * *
9.1.1
Conclusions for Key Issue #1: DNS based solutions for Multiple PDU Sessions

Solution #1 proposing to Enhance the NEF service(s) to allow the AF to influence PCF decisions for URSP rules, is endorsed for normative phase. In order to allow AF to guide PCF determination and delivery to UE(s) of proper URSP rules, clause 6.13.1.2 of solution 13 are also endorsed for normative phase.

NOTE 1:
The solution 1 and 13 apply also in other deployment models: Distributed Anchors and Breakout.

The recommendation to define the URSPs so that Domain Descriptors are used to steer the DNS and the Application traffic into PDU sessions is to be captured in normative phase too, so as the clarifications that are required on how the Domain descriptors in URSP are used on the UE (see clause 7.1).

The solution is not guaranteed to work when  the UE doesn't support URSP rule provisioned from PCF, when the DNS Server at the UE has been configured by the user or when the Application Client generates the DNS Query outside of the DNS libraries in the OS with DoT, DoH or other over the top mechanisms.

NOTE 2:
This can correspond to devices doing tethering, or to devices deployed for specific corporate purposes.

If the OS, user or applications overrides the operator-provided DNS settings, the DNS resolvers or servers in the third party may take the source IP address of the DNS request as the location information of UE, which may correspond to the local/remote PSA UPF or other entities (e.g. a NAT server) on the N6 interface.. These limitations and informative guidelines shall be captured to cover scenarios where the OS, user or applications may override the operator-provided URSP or DNS settings. The guidelines should assume no restriction on the OS, user or application.

* * * * End of changes * * * *

[image: image1.png]



3GPP

SA WG2 TD


